
 

INTERNAL 

Datenschutzerklärung "SpeakUp® Whistleblowing -  und Meldeplattform"  

I. Geltungsbereich der Datenschutzerklärung  

In dieser Datenschutzerklärung informieren wir Sie über die automatisierte, elektronische Verarbeitung 

Ihrer personenbezogenen Daten durch die Volkswagen AG, Berliner Ring 2, 38440 Wolfsburg, Deutschland 

/ Germany ("wir" oder "VW"), wenn Sie die von People  Intouch B.V. entwickelte SpeakUp -Whistleblowing® -  

und Meldeplattform (Online -Meldekanal, App, Sprachaufnahme) besuchen.  

Innerhalb von SpeakUp® können Sie einen (anonymen) Hinweis hinterlassen und ein en sichere n Austausch  

Gespräch mit dem Hinweisgebersystem von Volkswagen beginnen. Dies dient dazu, Hinweise auf mögliche 

Regelverstöße von Mitarbeitern oder Lieferanten des Volkswagen Konzerns sicher und vertraulich entge-

genzunehmen und zu bearbeiten.  

II. Wer ist der Verantwortliche für die Verarbeitun g? 

Der Verantwortliche für die Verarbeitung Ihrer personenbezogenen Daten ist:   

Volkswagen AG , Berliner Ring 2, 38440 Wolfsburg, Deutschland.  

Steueridentifikationsnummer / Registernummer: DE 115235681  

Eingetragen im Handelsregister des Amtsgerichts Braunschweig unter der Nummer HRB 100484 ("Volks-

wagen AG"). Vorsitzender des Vorstandes: Oliver Blume.  

In bestimmten Fällen werden Meldungen gemeinsam mit der jeweiligen Konzerngesellschaft (Tochterge-

sellschaft) bearbeitet, um die Unabhängigkeit der Prüfung zu gewährleisten, z.B. bei konkreten Verstößen 

gegen die Regeln. Zu diesem Zweck werden im Rahmen der  gemeinsamen Datenverarbeitung auch perso-

nenbezogene Daten weitergegeben. Zu diesem Zweck wurde eine entsprechende Datenschutzvereinba-

rung geschlossen (Joint Data Processing Agreement). Die Bestimmungen der Vereinbarung zur gemeinsa-

men Datenverarbeitung kö nnen auf Anfrage zur Verfügung gestellt werden.  

III. An wen kann ich mich wenden?   

Wenn Sie Ihre Datenschutzrechte geltend machen möchten, nutzen Sie bitte die Kontaktmöglichkeiten 

unter 

https://datenschutz.volkswagen.de/?lang=en -gb  

Dort finden Sie weitere Informationen, wie Sie Ihre Datenschutzrechte geltend machen können. Sie können 

Ihre Anfrage auch senden  

• per Post: Volkswagen AG, Privacy Team, Berliner Ring 2, 38440 Wolfsburg  

• per E-Mail: privacy@volkswagen.de  

• telefonisch: 00800 -8932836724889 (00800 -VWDATENSCHUTZ)  

Wir nehmen die Betroffenenrechte  sehr ernst und werden Ihre Anfrage so schnell wie möglich beantwor-

ten. Wenn Sie allgemeine Fragen zu dieser Datenschutzerklärung oder zur Verarbeitung Ihrer personenbe-

zogenen Daten durch die Volkswagen AG haben, nutzen Sie bitte folgende Kontaktmöglichkei t:  

io@volkswagen.de  

 

IV. Kontaktdaten des Datenschutzbeauftragten  
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Bei Fragen zum Datenschutz können Sie sich auch in Ihrer Sprache an unseren betrieblichen Datenschutz-

beauftragten wenden:  

Volkswagen Aktiengesellschaft  

Postfach 011/80910, 38436 Wolfsburg  

E-Mail: dataprivacy@volkswagen.de  

Dr. Oliver Draf  

00800 -8932836724889 (00800 -VWDATENSCHUTZ)  

 

V. Welche Rechte habe ich?  

Alle unten genannten Rechte in Bezug auf die personenbezogenen Daten und deren Verarbeitung können 

gemäß den geltenden EU -  und/oder nationalen Gesetzen Einschränkungen unterliegen. Abhängig von Ih-

rer Gerichtsbarkeit stehen Ihnen als betroffene Person mögli cherweise die folgenden Datenschutzrechte 

zu. Bitte beachten Sie: Ihre Datenschutzrechte nach den lokalen Gesetzen des Landes, in dem Sie sich zum 

jeweiligen Zeitpunkt befinden, können von den unten beschriebenen Rechten abweichen. In Anhang 1 fin-

den Sie z usätzliche, länderspezifische Informationen, insbesondere zu Rechten, die Ihnen nach lokalem 

Recht zustehen. Diese Rechte gelten, soweit die gesetzlichen Voraussetzungen erfüllt sind, zusätzlich zu 

Ihren Rechten nach der DSGVO.  

Weitere Informationen zu Ihren Rechten im Zusammenhang mit der Verarbeitung Ihrer personenbezoge-

nen Daten finden Sie hier:  

https://datenschutz.volkswagen.de/?lang=en -gb  

1. Recht auf Information  

2. Recht auf Auskunft  

3. Berichtigung  

4. Löschung  

5. Einschränkung der Verarbeitung  

6. Datenübertragbarkeit  

7. Widerspruch  

8. Widerruf der Einwilligung  

9. Beschwerde  

 

Darüber hinaus haben Sie das Recht, sich bei einer Datenschutzaufsichtsbehörde zu beschweren, wenn Sie 

der Ansicht sind, dass die Verarbeitung Ihrer personenbezogenen Daten rechtswidrig ist. Das Recht, eine 

Beschwerde einzureichen, lässt andere verwaltungs rechtliche oder gerichtliche Rechtsbehelfe unberührt. 

Die Anschrift der für VOLKSWAGEN zuständigen Datenschutzaufsichtsbehörde lautet:  

 

Der Landesbeauftragte für den Datenschutz Niedersachsen  

Prinzenstraße 5  

30159 Hannover  

Deutschland / Germany  
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Sie können sich aber auch bei jeder anderen für Sie zuständigen Datenschutzaufsichtsbehörde innerhalb 

oder außerhalb der EU beschweren, insbesondere nicht bei der Aufsichtsbehörde in dem Mitgliedstaat Ih-

res gewöhnlichen Aufenthalts, Ihres Arbeitsplatzes od er des Orts des mutmaßlichen Verstoßes. Nachfol-

gend finden Sie einen Link, über den Sie alle Kontaktdaten der nationalen Behörden in allen Mitgliedstaaten 

finden: https://edpb.europa.eu/about -edpb/board/members_en.  

Siehe Anhang 1 "Zusätzliche Betroffenenrechte und weitere länderspezifische Informationen" für Kontakt-

daten der nationalen Aufsichtsbehörden und weitere länderspezifische Informationen.  

10. Information über Ihr Widerspruchsrecht  

a) Widerspruchsrecht aus Gründen, die sich aus Ihrer besonderen Situation ergeben  

Sie haben das Recht, aus Gründen, die sich aus Ihrer besonderen Situation ergeben, gegen die Verarbei-

tung Ihrer personenbezogenen Daten Widerspruch einzulegen. Voraussetzung dafür ist, dass die Da-

tenverarbeitung im öffentlichen Interesse oder auf Grundlage  berechtigter Interessen erfolgt. Dies gilt 

auch für ein etwaiges Profiling. Soweit wir die Verarbeitung Ihrer personenbezogenen Daten auf be-

rechtigte Interessen stützen, gehen wir grundsätzlich davon aus, dass zwingende schutzwürdige Gründe 

glaubhaft gema cht werden können, werden aber selbstverständlich jeden Einzelfall prüfen. Im Falle 

eines Widerspruchs werden wir Ihre personenbezogenen Daten nicht mehr verarbeiten, es sei denn,  

• wir können zwingende schutzwürdige Gründe für die Verarbeitung solcher Daten nachweisen, 

die Ihre Interessen, Rechte und Freiheiten überwiegen, oder  

• Ihre personenbezogenen Daten zur Geltendmachung, Ausübung oder Verteidigung von 

Rechtsansprüchen werden verwendet oder  

• es gibt Gründe, die die Verarbeitung Ihrer personenbezogenen Daten ungeachtet Ihres Wider-

spruchs nach geltendem lokalem Recht erlauben, sofern diese Verarbeitung nicht durch die 

DSGVO eingeschränkt ist.  

b) Ausübung des Widerspruchsrechts  

Der Widerspruch kann in jeder Form ausgeübt werden und ist vorzugsweise an die in Abschnitt  III. 

genannten Kontaktdaten zu richten.  

 

VI. Welche Daten verarbeiten wir zu welchen Zwecken und welche Rechtsgrundlagen gelten?  

Wenn Sie eine Meldung über SpeakUp® hinterlassen, können Sie entscheiden, ob Sie Ihre Identität mit der 

Volkswagen AG teilen oder anonym bleiben möchten. Wenn Sie in Ihrer Meldung personenbezogene Daten 

angeben, werden diese bei der Bearbeitung Ihrer Meldu ng verarbeitet. Wir verarbeiten Ihre personenbe-

zogenen Daten, die wir von Ihnen im Rahmen der Abgabe und Bearbeitung von Hinweisen über das Volks-

wagen Hinweisgebersystem erhalten, im Einklang mit den Bestimmungen der Datenschutz -Grundverord-

nung ("DSGVO") und des Bundesdatenschutzgesetzes (BDSG) und anderer lokaler Gesetze.  Die Verarbei-

tung umfasst auch eine maschinelle (KI -gestützte) Übersetzung Ihrer Meldung.  Bitte beachten Sie : Wenn 

das geltende örtliche Recht des Landes, in dem Sie sich zum jeweiligen Zeitpunkt befinden, zusätzliche 

Anforderungen an die Rechsgrundlagen  vorsieht, werden wir diesen zusätzlichen Anforderungen nach-

kommen und Sie entsprechend informieren.  
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Zu den personenbezogenen Daten können maximal gehören:  

• berufsbezogene Kontakt -  und (Arbeits - )Organisationsdaten  (z.B. Name, Vorname, Geschlecht, Adresse, 

E-Mail- Adresse, Telefonnummer, Mobilfunknummer, (Konzern - )Unternehmen, Bereich, Abteilung, Kosten-

stelle, Personalnummer, Zuständigkeiten, Funktionen, Präsenz (ja/nein), etc.)  

• IT- Nutzungsdaten  (z.B. UserID, Rollen, Berechtigungen, Log - in-Zeiten, Rechnername, IP - Adresse, GID, 

Legic - Nr., etc.)  

• Sonderkategorie : Foto des Mitarbeiters  (z.B. Portraitfoto, das der Mitarbeiter freiwillig veröffentlicht (In-

tranet, Telefonbuch, interne Social -Media-Plattform, etc.)  

• Private Kontakt -  und Identifikationsdaten  (z.B. Name, Vorname, Geschlecht, Adresse, E -Mail-Adresse, 

Telefonnummer, Mobilfunknummer, Geburtsdatum/ -ort, Identifikationsnummern, Nationalität, etc.)  

• Vertragsdaten  (z.B. gekaufte Produkte, (Finanz - )Dienstleistungen, Datum des Kaufvertrags, Kaufpreis, 

Extras, Garantien, etc.)  

• Fahrzeugnutzungsdaten  mit FIN / Nummernschild Garantie, Gewährleistung, Produkthaftung, sicherer 

Fahrzeugbetrieb  (z. B. Daten, die während der Fahrzeugnutzung anfallen und mit der FIN / dem Nummern-

schild verknüpft sind und die im Zusammenhang mit Werkstattreparaturen, Garantien, Gewährleistungen, 

Produkthaftung oder der Verfügbarkeit dessen, was für den sicheren Bet rieb des Fahrzeugs erforderlich 

ist, von Bedeutung sind.)  

• Fahrzeugnutzungsdaten mit Fahrgestellnummer / Nummernschild Komforteinstellungen, Multimedia, 

Navigation  (z. B. Daten, die während der Fahrzeugnutzung anfallen, die mit der Fahrgestellnummer / dem 

Nummernschild verknüpft sind und sich auf Komforteinstellungen beziehen, wie z. B. Sitzverstellung, be-

vorzugte Radiosender, Klimaeinstellungen, Navigationsdaten, E -Mail-/SMS- Kontaktinformationen usw.)  

• Fahrzeugnutzungsdaten mit Fahrgestellnummer / Kennzeichen Assistenzsysteme, Fahrverhalten etc . 

(z.B. während der Fahrzeugnutzung anfallende Daten, die mit der Fahrgestellnummer / dem Kennzeichen 

verknüpft sind und sich auf das Fahrverhalten oder die Nutzung von Assistenzsystemen beziehen und de-

ren spezifische Betriebsdaten, etc.)  

• Positionsdaten  (z.B. GPS, drahtlose Positionierung / Tracking, Bewegungsprofil, WLAN -Hotspot - Tracking 

/ Positionierung, etc.)  

• Daten über persönliche / berufliche Umstände und Merkmale  (z.B. Daten zu Ehepartner oder Kindern, 

Familienstand, Porträtfoto, ehrenamtliches Engagement, Berufsbezeichnung, Werdegang, Betriebszuge-

hörigkeit, Aufgaben, Tätigkeiten, Logfile -Analysen, Eintritts -  und Austrittsdaten, Qualifikationen, Beurtei-

lungen, etc .) 

• Zahlungs -  und Zeitwirtschaftsdaten  (z.B. Tarifgruppe, Lohnabrechnung, Sonderzahlungen, Pfändungen, 

tägliche Anwesenheitszeiten, Abwesenheitsgründe, etc.)  

• Bonitäts -  und andere Finanzdaten, Bankverbindung  (z.B. Zahlungsverhalten, Bilanzen, Schufa - Daten, Bo-

nitäts -Score - Werte, finanzielle Verhältnisse, Bankverbindung, Kreditkartennummer, etc.)  

• Besondere Kategorien personenbezogener Daten  (z.B. besondere Kategorien personenbezogener Daten 

gemäß Art. 9 Abs. 1 DSGVO: rassische und ethnische Herkunft, politische Meinungen, religiöse oder welt-

anschauliche Überzeugungen, Gewerkschaftszugehörigkeit, genetische Daten, biometrische Daten zum 

Zweck e der eindeutigen Identifizierung einer natürlichen Person, Daten über die Gesundheit oder Daten 

über das Sexualleben oder die sexuelle Orientierung einer natürlichen Person)  
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• Straftaten / Ordnungswidrigkeiten  (z.B. Daten über (vermutete) Straftaten und andere besondere Anfor-

derungen nach Art. 10 DSGVO)  

Nachfolgend verarbeiten wir Ihre personenbezogenen Daten auf Grundlage der folgenden Rechtsgrundla-

gen zu folgenden Zwecken:  

Zweck (für alle Rechtsgrundlagen):  

Aufdeckung von Rechtsverstößen unter Wahrung der Rechte von Betroffenen und Hinweisgebern  

 

Rechtsgrundlage  

• Anbahnung, Durchführung oder Beendigung eines Arbeitsverhältnisses/Arbeitsvertrags (6 1 b)  
o Betroffene Datenkategorie: Berufsbezogene Kontakt -  und (Arbeits - )Organisationsdaten  

 
• Besondere gesetzliche Regelungen, die nicht unter die DSGVO fallen (Hinweisgeberschutzgesetz, 

Art. 6 Abs. 1 lit. c) )  
o Betroffene Datenkategorie: siehe nach der zuletzt aufgeführten Rechtsgrundlage  

 
• Interessenabwägung (6 1 f) -  Die Verarbeitung von Hinweisen zielt darauf ab, die berechtigten 

Interessen der Volkswagen AG und ihrer Mitarbeiter in Bezug auf Straftaten  oder schwerwiegende 
Ordnungswidrigkeiten zu unterstützen.  
o Betroffene Datenkategorie: siehe nach der zuletzt aufgeführten Rechtsgrundlage -  gilt nicht 

für besondere Kategorien personenbezogener Daten und Daten von Straftaten / Ordnungs-
widrigkeiten  
 

• Sonstige Bestimmungen der DSGVO   
o Betroffene Datenkategorien:  

-  IT- Nutzungsdaten  

-  Sonderkategorie: Foto des Mitarbeiters  

-  Private Kontakt -  und Identifikationsdaten  

-  Vertragsdaten  

-  Fahrzeugnutzungsdaten mit Fahrgestellnummer / Nummernschild Garantie, Gewährleistung, 
Produkthaftung, sicherer Fahrzeugbetrieb  

-  Fahrzeugnutzungsdaten mit Fahrgestellnummer / Nummernschild Komforteinstellungen, Mul-
timedia, Navigation  

-  Fahrzeugnutzungsdaten mit Fahrgestellnummer / Nummernschild, Assistenzsystemen, Fahrver-
halten etc.  

-  Positionsdaten  

-  Daten über persönliche/berufliche Umstände und Merkmale  

-  Zahlungs -  und Zeitwirtschaftsdaten  

-  Bonitäts -  und andere Finanzdaten, Bankverbindung  

-  Besondere Kategorien personenbezogener Daten  

-  Straftaten / Ordnungswidrigkeiten  
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Bitte beachten Sie: Wenn das geltende lokale Recht des Landes, in dem Sie sich zum jeweiligen Zeitpunkt 

befinden, zusätzliche Anforderungen an die Rechtsgrundlagen stellt, werden wir diese zusätzlichen Anfor-

derungen erfüllen und Sie entsprechend informieren.   

VII. Wer bekommt Ihre Daten ? 

Innerhalb von VOLKSWAGEN erhalten diejenigen Stellen Ihre Daten, die zur Erfüllung unserer vertraglichen 

und gesetzlichen Pflichten und zur Wahrung unserer berechtigten Interessen erforderlich sind. Auch un-

sere Dienstleister (sog. Auftragsverarbeiter), die  wir einsetzen und beauftragen, können zu diesen Zwecken 

Daten erhalten. Wir geben Ihre personenbezogenen Daten grundsätzlich nur dann an Dritte weiter, wenn 

dies für die Vertragserfüllung erforderlich ist, wir oder der Dritte ein berechtigtes Interesse an  der Weiter-

gabe haben oder Sie eingewilligt haben, vorbehaltlich der anwendbaren lokalen Gesetze. Darüber hinaus 

können Daten an Dritte (einschließlich Ermittlungs -  oder Sicherheitsbehörden) weitergegeben werden, 

soweit wir gesetzlich oder durch vollstreck bare behördliche oder gerichtliche Anordnungen dazu verpflich-

tet sind.  

Bitte beachten Sie, dass alle Daten innerhalb der Europäischen Union verarbeitet werden.  

1. Auftragsverarbeiter  

Dienstleister, die im Auftrag von VOLKSWAGEN eingesetzt werden und handeln und die Daten nicht für 

eigene Zwecke verarbeiten (sog. "Auftragsverarbeiter"), können Daten zu den oben genannten Zwecken 

erhalten. Für die Erbringung bestimmter Dienstleistungen s etzen wir Auftragsverarbeiter der folgenden 

Kategorien ein, die uns bei der Durchführung unserer Geschäftsprozesse unterstützen. Im Einzelnen um-

fasst dies:  

Kategorie des Verarbeiters: Technischer Lieferant 

Name des Auftragsverarbeiters: People Intouch B.V., Olympisch Stadion 6, 1076 DE Amsterdam, 

Niederlande  

Zweck der Verarbeitung: People Intouch stellt die Aufnahmekanäle (Voice intake, Online Melde-

kanal, App) zur Verfügung, über die Hinweisgebermeldungen an den Volkswagen Konzern über-

mittelt werden. 

2. Dritte  

Wir geben Ihre personenbezogenen Daten nicht an andere Empfänger oder Kategorien von Empfängern 

weiter, die als Verantwortliche handeln.  

3. Werden Daten in ein Drittland übermittelt?  

Wir übermitteln Ihre Daten nicht in Drittländer (Länder, die weder Mitglied der Europäischen Union noch 

des Europäischen Wirtschaftsraums sind) oder an internationale Organisationen. Bitte beachten Sie: Nach 

den anwendbaren lokalen Gesetzen der Gerichtsbar keit, in der Sie ansässig sind, kann eine Übermittlung 

in ein Drittland als eine Übertragung außerhalb des Gebiets oder Landes definiert werden, in dem Sie sich 

zum jeweiligen Zeitpunkt befinden.  

VIII. Wie lange w erden Ihre Daten gesp eichert ?  

Wir speichern Ihre Daten so lange, wie es für die Erbringung unserer Dienstleistungen für Sie erforderlich 

ist oder wenn wir ein berechtigtes Interesse an der weiteren Speicherung haben.  
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Wir speichern Ihre Daten für die Dauer der jeweiligen gesetzlichen Aufbewahrungspflichten (in der Regel 

bis zu 3 Jahre). Darüber hinaus beträgt die Speicherdauer bei potenziellen Verstößen gegen das Liefer-

kettensorgfaltspflichtengesetz bis zu 7 Jahre.  

Darüber hinaus unterliegen wir verschiedenen Aufbewahrungs -  und Dokumentationspflichten, die sich un-

ter anderem aus dem Handelsgesetzbuch ( HGB ) und der Abgabenordnung ( AO) ergeben. Die dort genann-

ten Fristen für die Aufbewahrung und Dokumentation betragen bis zu zehn Jahre. Schließlich bemisst sich 

die Speicherdauer auch nach den gesetzlichen Verjährungsfristen, die beispielsweise nach den §§ 195 ff. 

BGB  bis zu dreißig Jahre betragen können, wobei die regelmäßige Verjährungsfrist drei Jahre beträgt.  

Unter bestimmten Umständen kann es auch erforderlich sein, Ihre Daten für einen längeren Zeitraum auf-

zubewahren, z. B. wenn im Zusammenhang mit einem Verwaltungs -  oder Gerichtsverfahren ein sogenann-

ter Legal Hold oder Litigation Hold (d. h. ein Verbot der Datenlöschung für die Dauer des Verfahrens) an-

geordnet wird.  

Wir können auch Aufbewahrungs -  und Dokumentationspflichten gemäß der lokalen Gesetzgebung Ihres 

Landes unterliegen.  

IX. Besteht für mich eine Pflicht zur Bereitstellung von Daten?  

Im Rahmen des Hinweisgebersystems müssen Sie nur die personenbezogenen Daten angeben, die Sie 

möchten. Sie können Ihren Hinweis anonym angeben. SpeakUp® ist so konzipiert, dass Sie die volle Kon-

trolle darüber haben, was Sie wann melden werden. Je mehr Info rmationen Sie uns zur Verfügung stellen 

können, desto besser können wir das mögliche Fehlverhalten vollständig untersuchen.  

X. Welche Praktiken und Verfahren sind implementiert, um meine Daten zu schützen?  

Wir haben jederzeit technische und organisatorische Maßnahmen ( TOMs) ergriffen und pflegen diese, um 

Ihre Daten in Übereinstimmung mit den hohen Standards der DSGVO und den Standards zu schützen, die 

nach anderen geltenden lokalen Gesetzen der Gerichtsbarkeit, in der Sie sich möglicherweise befinden, 

erforderlich sind. Da zu gehören unter anderem Pseudomysierung und Verschlüsselung, Maßnahmen zur 

Gewährleistung der fortlaufenden Vertraulichkeit, Integrität und Verfügbarkeit Ihrer Daten (einschließlich 

der Möglichkeit, Daten im Falle eines Vorfalls wiederherzustellen). Wir ü berprüfen regelmäßig unsere 

TOMs und wenden bei Bedarf Verbesserungen an, um Ihre Daten zu schützen und die geltenden Gesetze 

einzuhalten. Wir haben geeignete Verfahren für den Umgang mit Verletzungen des Schutzes personenbe-

zogener Daten (d. h. Sicherheits verletzungen, die zur versehentlichen oder unrechtmäßigen Zerstörung, 

zum Verlust, zur Änderung, zur unbefugten Offenlegung oder zum unbefugten Zugriff auf übermittelte, 

gespeicherte oder anderweitig verarbeitete personenbezogene Daten führen) eingerichtet  und werden Sie 

als betroffene Person und zuständige Aufsichtsbehörde benachrichtigen, wenn wir gesetzlich dazu ver-

pflichtet sind.  

XI. Aktualisierungen dieser Datenschutzerklärung  

Wir behalten uns das Recht vor, diese Datenschutzerklärung von Zeit zu Zeit zu aktualisieren, indem wir 

Aktualisierungen dieser Datenschutzerklärung auf unserer Website zur Verfügung stellen.  

Version: 02.09.2024  
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Anhang  1 – Weitere Betroffenenrechte und weitere länderspezifische Informationen  

Argentin ien 

Sie haben das Recht (auf) 

• Zugang;  

• Berichtigung;  

• Löschen;  

• eine Beschwerde über die Verarbeitung Ihrer personenbezogenen Daten bei der PUBLIC INFOR-

MATION ACCESS AGENCY einzureichen, die je nach den Umständen des Einzelfalls in ihrer Ei-

genschaft als Kontrollinstanz des Gesetzes Nr. 25.326 befugt ist, Beschwerden un d Ansprüche 

von Personen zu bearbeiten, deren Rechte aufgrund von Verstößen gegen die geltenden Vor-

schriften zum Schutz personenbezogener Daten beeinträchtigt werden.  

 

Australi en 

Sie haben das Recht (auf)  

• Zugang;  

• Berichtigung;  

• eine Beschwerde sowohl bei VOLKSWAGEN als auch beim Office of the Australian Information 

Commissioner ("OAIC") oder einem anderen von der OAIC anerkannten Streitbeilegungssystem 

einzureichen, das auf der OAIC -Website www.oaic.gov.au zu finden ist.  

Wenn Sie über die Art und Weise, wie wir mit Ihren personenbezogenen Daten umgegangen 

sind, besorgt sind, können Sie eine Datenschutzbeschwerde beim Office of the Australian In-

formation Commissioner ("OAIC") einreichen. Es ist jedoch eine Anforderung der O AIC, dass Sie 

Ihre Beschwerde vor Einreichung einer Beschwerde bei uns eingereicht haben. Wenn Sie mit 

unserer Antwort nicht zufrieden sind oder wir innerhalb von 30 Tagen nach Erhalt keine Antwort 

geben, können Sie eine Beschwerde beim OAIC einreichen. Di e Kontaktdaten der OAIC sind im 

Folgenden aufgeführt:  

  

Telefon 1300 363 992  

Telefax (02) 9284 9666  

Webseite https://www.oaic.gov.au/  

Post GPO Box  5288, Sydney NSW 2001  

 

Brasilien  

Sie haben das Recht (auf) 

• über die Erhebung und Verwendung Ihrer personenbezogenen Daten durch uns in leicht zu-

gänglicher Weise und in einfacher und klarer Sprache informiert zu werden. Sie haben auch das 

Recht, über alle öffentlichen oder privaten Stellen informiert zu werden, an die Ihre Daten wei-

tergegeben wurden. Wir machen von Ihrem Recht auf Information Gebrauch, auch durch diese 

Mitteilung, deren Inhalt von Zeit zu Zeit aktualisier t werden kann.  

• Zugang zu Informationen;  

• eine Kopie zu erhalten, wenn die Rechtsgrundlage für die Verarbeitung die Einwilligung oder 

die Erfüllung eines Vertrags ist;  
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• Löschung, wenn die Einwilligung die Rechtsgrundlage für die Verarbeitung ist: Bitte beachten 

Sie, dass Ausnahmen von diesem Recht gelten können, nämlich wenn die Daten benötigt wer-

den für (i) die Erfüllung gesetzlicher Verpflichtungen; (ii) Studie durch ei ne Forschungseinrich-

tung; (iii) Weitergabe an Dritte; (iv) die Verwendung ausschließlich durch den Verantwortlichen, 

solange die Daten anonymisiert sind;  

• Berichtigung;  

• der Verarbeitung zu widersprechen (z. B. wenn die Daten unrechtmäßig verarbeitet werden);  

• Datenübertragbarkeit;  

• die Einwilligung jederzeit zu widerrufen;  

• unnötige oder übermäßige personenbezogene Daten oder Daten, die unter Verstoß gegen das 

Datenschutzrecht verarbeitet wurden, zu anonymisieren, zu sperren oder zu löschen;  

• Entscheidungen zu überprüfen, die ausschließlich auf der Grundlage einer automatisierten Ver-

arbeitung getroffen wurden;  

• eine Beschwerde bei der ANPD (Autoridade Nacional de Proteção de Dados) gegen den für die 

Verarbeitung Verantwortlichen einzureichen;  

• über die Möglichkeit der Nichterteilung der Einwilligung und die daraus resultierenden Folgen 

informiert zu werden;  

• über die öffentlichen und privaten Stellen informiert zu werden, mit denen die Daten geteilt 

wurden.  

 

Kolumbien 

Rechte der betroffenen Person  

Gemäß den Bestimmungen von Art. 8 des Gesetzes 1581 von 2012 haben Sie das Recht (auf) 

• Ihre personenbezogenen Daten vom Verantwortlichen oder dem Auftragsverarbeiter zu ken-

nen, zu aktualisieren und zu berichtigen. Dieses Recht kann unter anderem in Bezug auf Teilda-

ten sowie in Bezug auf Daten ausgeübt werden, die unvollständig oder bruchstüc khaft sind, die 

zu Fehlern führen, oder solche, deren Verarbeitung ausdrücklich verboten oder nicht genehmigt 

wurde;  

• einen Nachweis über die dem für die Verarbeitung Verantwortlichen erteilte Genehmigung zu 

verlangen, es sei denn, dies ist ausdrücklich als Voraussetzung für die Verarbeitung gemäß den 

Bestimmungen von Artikel 10 des Gesetzes 1581 von 2012 ausgenommen;  

• auf Anfrage vom Verantwortlichen oder dem Auftragsverarbeiter über die Verwendung Ihrer 

personenbezogenen Daten informiert zu werden;  

• bei der Aufsichtsbehörde für Industrie und Handel Beschwerden wegen Verstößen gegen die 

Bestimmungen des Gesetzes 1581 von 2012 in der jeweils geänderten, ergänzten oder ergänz-

ten Fassung einzureichen;  

• die Genehmigung zu widerrufen und/oder die Löschung der spezifischen Daten zu verlangen, 

sofern keine gesetzliche oder vertragliche Verpflichtung besteht, die Ihnen die Pflicht auferlegt, 

in der Datenbank zu bleiben;  

• mindestens einmal pro Kalendermonat und immer dann, wenn wesentliche Änderungen der 

Verarbeitungsrichtlinien vorgenommen werden, kostenlosen Zugang zu Ihren personenbezo-

genen Daten zu erhalten, die Gegenstand der Verarbeitung waren.  

 

Verfahren, die Sie befolgen müssen, um Ihre Rechte an personenbezogenen Daten auszuüben  
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A. Beschwerden: Sie können Beschwerden über die in den Datenbanken von VOLKSWAGEN gespeicher-

ten personenbezogenen Daten gemäß den folgenden Regeln einreichen:  

• Die Beschwerde wird analysiert, um Ihre Identität zu überprüfen. Wenn die Beschwerde von 

einer anderen Person als Ihnen eingereicht wird und die Eigenschaft dieser Person nach den 

geltenden Gesetzen nicht akkreditiert ist, wird die Beschwerde abgelehnt.  

• Alle Beschwerden werden innerhalb einer Frist von maximal zehn (10) Werktagen ab dem Da-

tum, an dem sie eingegangen sind, gelöst. Wenn es nicht möglich ist, die Beschwerde innerhalb 

dieser Frist zu beantworten, werden Sie unter Angabe der Gründe für die Ver zögerung und unter 

Angabe eines Datums für die Beantwortung der Anfrage informiert, das in keinem Fall fünf (5) 

Werktage nach Ablauf der ursprünglichen Frist überschreiten darf.  

B. Anfragen: Wenn Sie der Ansicht sind, dass die in den Datenbanken von VOLKSWAGEN gespeicherten 

Daten berichtigt, aktualisiert oder gelöscht werden müssen, oder wenn sie einen mutmaßlichen Verstoß 

gegen eine der Pflichten feststellen, können Sie einen Ant rag nach den folgenden Regeln stellen:  

• Die Anfragen werden analysiert, um Ihre Identität zu überprüfen. Wenn der Antrag von einer 

anderen Person als Ihnen gestellt wird und deren Vertretung nicht gemäß den geltenden Vor-

schriften akkreditiert ist, wird der Antrag abgelehnt.  

• Die Anfrage muss die folgenden Informationen enthalten: (i) Ihre Identifikation; (ii) Kontaktda-

ten (physische und/oder elektronische Adresse und Telefonnummern); (iii) die Dokumente, die 

Ihre Identität oder Ihre Vertretung bestätigen; (iv) Die klare und ge naue Beschreibung der per-

sonenbezogenen Daten, in Bezug auf die Sie eines der Rechte ausüben möchten; (v) die Be-

schreibung der Tatsachen, die zu dem Ersuchen geführt haben; (vi) die Dokumente, die sie 

durchzusetzen beabsichtigen; vii) Unterschrift und Iden tifikationsnummer.  

• Ist die Anfrage unvollständig, wird VOLKSWAGEN Sie innerhalb einer Frist von fünf (5) Tagen 

nach Zugang der Anfrage zur Beseitigung der Mängel verpflichten. Wenn zwei (2) Monate ab 

dem Datum der Anforderung verstreichen und Sie die erforderlichen Informati onen nicht ange-

geben haben, wird davon ausgegangen, dass Sie den Antrag abgesehen haben.  

• Wenn der Bereich, der die Anfrage erhält, nicht in der Lage ist, sie zu beantworten, leitet sie sie 

innerhalb einer Frist von zwei (2) Werktagen an den zuständigen Bereich oder die betreffende 

Person weiter und informiert den Interessenten über diese Situa tion.  

• Sobald die vollständige Anfrage eingegangen ist, wird in der Datenbank der Vermerk "Anfrage 

wird bearbeitet" mit dem Grund dafür innerhalb einer Frist von nicht mehr als zwei (2) Werkta-

gen aufgenommen. Dieser Vermerk muss bis zu dem Zeitpunkt, zu dem über die Reklamation 

entschieden wird, an Ort und Stelle bleiben.  

• Die maximale Frist für die Beantwortung der Anfrage beträgt fünfzehn (15) Werktage ab dem 

Tag nach dem Datum, an dem sie eingegangen ist. Wenn es nicht möglich ist, den Antrag in-

nerhalb dieser Frist zu beantworten, werden dem Betroffenen die Gründe für die  Verzögerung 

zusammen mit dem Datum mitgeteilt, an dem der Antrag beantwortet wird, der unter keinen 

Umständen acht (8) Werktage nach Ablauf der ersten Frist überschreiten darf.  

• Sie haben jederzeit das Recht, die Löschung Ihrer personenbezogenen Daten zu verlangen. Die 

Löschung impliziert die vollständige oder teilweise Entfernung der personenbezogenen Daten 

aus den Datenbanken, je nach Ihrem Wunsch. Das Recht auf Löschung ist nic ht absolut und 

VOLKSWAGEN kann die Ausübung dieses Rechts in den folgenden Fällen verweigern: (i) Wenn 

Sie gesetzlich oder vertraglich verpflichtet sind, in der Datenbank zu verbleiben, oder wenn der 

für die Verarbeitung Verantwortliche eine gesetzliche od er vertragliche Verpflichtung hat, die 

bedeutet, dass er die personenbezogenen Daten aufbewahren muss; (ii) Die Löschung der per-

sonenbezogenen Daten würde gerichtliche oder administrative Tätigkeiten im Zusammenhang 

mit steuerlichen Verpflichtungen, der Un tersuchung und Verfolgung von Straftaten oder der 
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Aktualisierung von Verwaltungssanktionen vereiteln; (iii) Die personenbezogenen Daten sind 

erforderlich, um Ihre gesetzlich geschützten Interessen zu schützen, eine Handlung im öffent-

lichen Interesse durchzuführen oder einer von Ihnen oder dem für die Vera rbeitung Verant-

wortlichen gesetzlich erworbenen Verpflichtung nachzukommen.  

 

Genehmigung: Ab dem Inkrafttreten dieser Erklärung wird VOLKSWAGEN zum Zeitpunkt der Erhebung 

personenbezogener Daten die vorherige Genehmigung von Ihnen einholen und Sie werden ordnungs-

gemäß über die spezifischen Zwecke der Verarbeitung informiert, für die eine solche  Einwilligung ein-

geholt wurde, mit Ausnahme einer der in Artikel 10 des Gesetzes 1581 von 2012 vorgesehenen Ausnah-

men für diese Zwecke.  

VOLKSWAGEN kann Ihre personenbezogenen Daten an Dritte in Kolumbien oder im Ausland übermitteln 

und/oder übertragen, sofern VOLKSWAGEN die vorherige und ausdrückliche Genehmigung Ihrer perso-

nenbezogenen Daten hat.  

Aufbewahrungsfrist : Die von Ihnen zur Verfügung gestellten Informationen werden nur für die hier 

festgelegten Zwecke verwendet. Sobald die Verarbeitung der personenbezogenen Daten nicht mehr 

erforderlich ist, werden diese aus den Datenbanken von VOLKSWAGEN gelöscht.  

 

Hong Kong  

Zusätzlich zu Ihren in Abschnitt V dargestellten Rechten können Sie Ihre Einwilligung zur Verwendung 

Ihrer personenbezogenen Daten widerrufen.  

 

Indien 

Sie haben das Recht (auf) 

• Zugang (d. h. das Recht zu erfahren, ob und in welchem Umfang wir Ihre Daten verarbeiten);  

• Berichtigung (d.h. das Recht auf Berichtigung falscher oder unrichtiger Daten);  

• die Einwilligung zu widerrufen;  

• nominieren (dieses Recht ermöglicht es Einzelpersonen, eine andere Person zu wählen, die in 

ihrem Namen handeln und ihre Rechte gemäß dem DPDP -Gesetz ausüben kann, falls sie auf-

grund von Tod oder Geschäftsunfähigkeit nicht in der Lage ist, dies selbst zu t un); 

• sich an den Beschwerdebeauftragten wenden. Der Datenschutzbeauftragte ist der Beschwer-

debeauftragte der VOLKSWAGEN AG. Die Kontaktdaten finden Sie unter Abschnitt III. 

Sie können Ihre Rechte jederzeit unter den in Abschnitt II I genannten Kontaktdaten geltend machen.  

 

Israel  

Sie haben das Recht, vorbehaltlich des Gesetzes zum Schutz der Privatsphäre, 5741 -1981 und den dar-

aus erlassenen Vorschriften,  

• darüber informiert zu werden, ob Sie gesetzlich verpflichtet sind, die Daten bereitzustellen, den 

Zweck der Erhebung und Angaben zu Dritten, die die Daten erhalten, und zu welchem Zweck;  

• auf Zugang;  

• auf Berichtigung: Fordern Sie die Berichtigung unrichtiger oder fehlender Daten an oder fordern 

Sie die Löschung oder Vernichtung der Daten an;  

• der Verarbeitung zu widersprechen (z. B. wenn die Daten unrechtmäßig verarbeitet werden).  
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Japan  

Sie haben das Recht  

• Informationen über den Verwendungszweck anzufordern;  

• Informationen über Sicherheitskontrollmaßnahmen anzufordern;  

• Zugang anfordern;  

• Berichtigung, Ergänzung oder Löschung zu verlangen;  

• die Einstellung der Nutzung oder die Löschung zu verlangen; und  

• Erklärungen zur Datenverarbeitung anzufordern.  

 

Sie haben auch das Recht, eine Beschwerde bei der japanischen Behörde, PPC, wie folgt einzureichen:  

 

Kommission für den Schutz personenbezogener Daten, Regierung von Japan (PPC),  

Kasumigaseki Common Gate West Tower 32nd Floor, 3 - 2-1, Kasumigaseki, Chiyoda - ku, Tokio, 100 -

0013, Japan  

TEL: +81 -3-6457 -9680  

 

Malaysia  

Sie haben das Recht  

• Zugang zu Ihren personenbezogenen Daten zu verlangen;  

• die Berichtigung Ihrer personenbezogenen Daten zu verlangen;  

• die Verarbeitung zu verhindern, die Schäden oder Bedrängnis verursachen könnte; und  

• die Verarbeitung zum Zwecke des Direktmarketings zu verhindern.  

Wenn Sie bei der Ausübung Ihrer oben genannten Rechte in schriftlicher Form an die in Abschnitt III 

aufgeführten Kontaktdaten gerichtet sind und Sie mit unserer Antwort nicht zufrieden sind oder wir 

nicht innerhalb von 21 Tagen nach Erhalt eine Antwort geben, haben Sie das Recht, einen Antrag an den 

Beauftragten für personenbezogene Daten zu stellen, um von uns zu verlangen, Ihrer Anfrage nachzu-

kommen. Der Antrag an den Beauftragten für personenbezogene Daten kann an die folgende Adresse 

gerichtet werden:  

Beauftragter für den Schutz personenbezogener Daten, 6. Stock, KKMM Complex Lot 4G9, Persiaran 

Perdana, Presint 4 Federal Government Administrative Centre 62100 Putrajaya.  

Im Falle von Widersprüchen zwischen der englischen Version und der Bahasa Malaysia -Version dieser 

Datenschutzerklärung ist die englische Version maßgebend.  

 

Mexiko 

Sie haben das Recht (auf) 

• Zugang;  

• Verbesser ung; 

• Abbrechen;  

• Entgegensetzen;  

• Datenschutzmaßnahmen beim Bundesstaatlichen  Institut für den Zugang zu Informationen und 

den Datenschutz einzureichen;  
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• eine erneute Überprüfung einer im Rahmen einer automatisierten Entscheidungsfindung ge-

troffenen Entscheidung zu verlangen, falls Sie der Meinung sind, dass die in diesem Zusammen-

hang verarbeiteten Daten (teilweise) unvollständig oder unrichtig sind.  

Bitte beachten Sie, dass die Verarbeitung zu den oben in VI genannten Zwecken die sensiblen Daten 

umfasst, die Sie uns in Ihrem Hinweis zur Verfügung stellen können. Sensible Daten sind definiert als 

"personenbezogene Daten, die die intimste Sphäre ihres Inhabers betreffen oder deren missbräuchliche 

Verwendung zu Diskriminierung führen oder ein ernsthaftes Risiko für den Inhaber mit sich bringen kann. 

Als sensible Daten gelten insbesondere solche, die Aspekte wie Rasse oder ethnische Herkunft, gegen-

wärtiger  und zukünftiger Gesundheitszustand, genetische Informationen, religiöse, philosophische und 

moralische Überzeugungen, Gewerkschaftszugehörigkeit, politische Meinungen, sexuelle Präferenz of-

fenbaren können."  

 

Neuseeland  

Sie haben das Recht (auf) 

• zu wissen, welche personenbezogenen Daten gespeichert sind;  

• Anforderung der gespeicherten personenbezogenen Daten und Zugriff auf die personenbezo-

genen Daten;  

• Berichtigung;  

• eine Antwort auf Ihre Anfrage innerhalb von 20 Werktagen, wenn Sie einen Antrag auf Zugang 

zu oder Löschung Ihrer personenbezogenen Daten stellen. Unter bestimmten Umständen kann 

VOLKSWAGEN diese Frist von 20 Arbeitstagen verlängern, aber wir müssen Ihnen den Zeitraum 

der Verlängerung und die Gründe für die Verlängerung mitteilen.  

• eine Beschwerde sowohl bei VOLKSWAGEN als auch beim Privacy Commissioner  einzureichen. 

Es ist jedoch erforderlich, dass Sie, bevor Sie sich beim Privacy Commissioner  beschweren kön-

nen, Ihre Beschwerde zuerst bei VOLKSWAGEN einreichen müssen. Wenn Sie mit der Antwort 

von VOLKSWAGEN nicht zufrieden sind oder keine Antwort erhalten, können Sie eine Be-

schwerde beim Privacy Commissioner  einreichen. In der Regel sollten Sie mindestens 30 Ar-

beitstage auf eine Antwort warten, bevor Sie sich an den Privacy Commissio ner wenden, um 

eine Beschwerde einzureichen.  

 

Nordmazedonien 

Sie haben das Recht, sich auch an den Vertreter  der Volkswagen AG in der Republik Nordmazedonien zu 

wenden, wenn Sie Fragen zur Verarbeitung Ihrer Daten und zu Ihren Rechten als betroffene Person ha-

ben:  

 

Porsche Mazedonien DOOEL, Skopje  

Blvd. Bosnien und Herzegowina 4  

1000 Skopje  

Nordmazedonien  

E-Mail: dataprivacy@volkswagen.de  

  

Serbien 
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Sie haben das Recht, über geeignete Garantien im Falle einer Datenübermittlung in Länder oder inter-

nationale Organisationen außerhalb Serbiens informiert zu werden, die kein angemessenes Daten-

schutzniveau bieten, das durch einen Beschluss der serbischen Re gierung anerkannt wird. Alle EU -

/EWR -Mitgliedstaaten bieten ein angemessenes Datenschutzniveau, das durch einen Beschluss der ser-

bischen Regierung anerkannt wird.  

 

Singap ur 

Sie haben die gesetzlichen Rechte, die im Singapurs Gesetz zum Schutz personenbezogener Daten von 

2012 vorgesehen sind, einschließlich des Rechts (auf) 

• Zugang zu Ihren personenbezogenen Daten zu verlangen;  

• die Berichtigung Ihrer personenbezogenen Daten zu verlangen; und  

• die Einwilligung zur Erhebung, Verwendung oder Offenlegung Ihrer personenbezogenen Daten 

(sofern zutreffend) zu widerrufen, vorbehaltlich der Gründe für die Erhebung, Verwendung oder 

Offenlegung ohne Ihre Zustimmung, die nach dem Personal Data Protection A ct 2012 oder ei-

nem anderen schriftlichen Gesetz von Singapur erforderlich oder zulässig sind.  

 

Südafrika  

Sie haben das Recht (auf) 

• Ihre personenbezogenen Daten nicht zum Zwecke des Direktmarketings durch unaufgeforderte 

elektronische Kommunikation verarbeiten zu lassen;  

• Einleitung eines Zivilverfahrens;  

• informiert zu werden, wenn Ihre personenbezogenen Daten kompromittiert wurden;  

• kostenlos und vor der Aufnahme der Informationen in ein Verzeichnis informiert zu werden, 

wenn Sie Abonnent eines gedruckten oder elektronischen Verzeichnisses sind;  

• eine Beschwerde bei der südafrikanischen Informationsaufsichtsbehörde einreichen, indem Sie 

dieses Formular (https://inforegulator.org.za/wp - content/uploads/2020/07/FORM -5-COM-

PLAINT -REGARDING -INTERFERENCE -WITH - THE -PROTECTION - OF-AN- ADJUDICATOR.pdf) 

ausfülle n und an POPIAComplaints@inforegulator.org.za senden.  

Für weitere Informationen zu Ihren Datenschutzrechten in Südafrika klicken Sie bitte hier (https://info-

regulator.org.za/), um auf die Website der Datenschutzbehörde zu gelangen.  

 

Südkorea  

Sie (und Ihr gesetzlicher Vertreter) haben nach dem koreanischen Gesetz zum Schutz personenbezoge-

ner Daten gesetzliche Rechte, insbesondere das Recht auf  

• Zugang;  

• Berichtigung / Löschung;  

• Aussetzung der Verarbeitung; und  

• Widerruf der Einwilligung.  

Sie (oder Ihr gesetzlicher Vertreter) können diese Rechte ausüben, indem Sie sich an uns oder unseren 

Datenschutzbeauftragten unter den in Abschnitt III  genannten Kontaktdaten wenden.  

Bestimmte personenbezogene Daten können zur Einhaltung der lokalen Gesetze und Vorschriften für 

bestimmte Zeiträume aufbewahrt werden, wie z. B. die folgenden:  
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• Alle Transaktionsaufzeichnungen und relevanten Nachweise, wie in den geltenden Steuerge-

setzen vorgeschrieben: 5 Jahre (wie nach dem Rahmengesetz über nationale Steuern und dem 

Körperschaftsteuergesetz erforderlich)  

• Aufzeichnungen von Anmeldungen: 3 Monate (wie nach dem Gesetz zum Schutz von Kommu-

nikationsgeheimnissen erforderlich)  

• Aufzeichnungen auf Etiketten und Werbung: 6 Monate (wie nach dem Gesetz über den Ver-

braucherschutz im elektronischen Geschäftsverkehr vorgeschrieben)  

• Aufzeichnungen über den Widerruf von Verträgen oder die Stornierung von Bestellungen/Käu-

fen, Zahlungen, Lieferung von Produkten und Dienstleistungen: 5 Jahre (gemäß dem Gesetz 

über den Verbraucherschutz im elektronischen Geschäftsverkehr)  

• Aufzeichnungen über die Bearbeitung von Kundenbeschwerden oder -streitigkeiten: 3 Jahre 

(gemäß dem Gesetz über den Verbraucherschutz im elektronischen Geschäftsverkehr  

Das Verfahren und die Methode zur Vernichtung personenbezogener Daten sind im Folgenden aufge-

führt.  

• Prozess der Vernichtung: Wir wählen die relevanten personenbezogenen Daten, die vernichtet 

werden sollen, aus und vernichten sie mit Zustimmung unseres Datenschutzbeauftragten.  

• Art der Vernichtung: Wir vernichten personenbezogene Daten, die in Form von elektronischen 

Dateien aufgezeichnet und gespeichert werden, indem wir ein technisches Verfahren (z. B. Low -

Level - Format) verwenden, um sicherzustellen, dass die Aufzeichnungen nic ht reproduziert wer-

den können, während personenbezogene Daten, die in Form von Papierdokumenten aufge-

zeichnet und gespeichert werden, geschreddert oder verbrannt werden  

Wenn es erforderlich ist, personenbezogene Daten für einen Zeitraum aufzubewahren, der länger als die 

hier beschriebenen gesetzlichen Aufbewahrungsfristen ist, werden wir, soweit dies nach den Gesetzen 

des jeweiligen Landes erforderlich ist, die Zustimmung  der betroffenen Person für eine solche längere 

Aufbewahrung personenbezogener Daten einholen.  

 

Taiwan  

Sie haben das Recht (auf) 

• eine Anfrage zu stellen und Ihre personenbezogenen Daten zu überprüfen;  

• eine Kopie Ihrer personenbezogenen Daten anzufordern;  

• Ihre personenbezogenen Daten zu ergänzen oder zu korrigieren;  

• die Einstellung der Erhebung, Verarbeitung oder Nutzung Ihrer personenbezogenen Daten zu 

verlangen; und  

• Ihre personenbezogenen Daten zu löschen.  

 

Thailand  

Bitte beachten Sie, dass Ihr Recht auf Erhalt einer Kopie der personenbezogenen Daten gesetzlich oder 

aufgrund eines Gerichtsbeschlusses unterliegt und die Rechte und Freiheiten anderer nicht beeinträch-

tigen darf.  

 

Türkei 

Ihnen stehen gemäß Art. 11 des türkischen Datenschutzgesetzes gesetzliche Rechte zu, insbesondere 

das Recht (auf) 
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• die Meldung der durchgeführten Vorgänge, die die Berichtigung unvollständiger oder unrichti-

ger Daten (falls vorhanden, und die Löschung oder Vernichtung Ihrer personenbezogenen Da-

ten) an Dritte zu verlangen, an die Ihre personenbezogenen Daten übermittelt wurden;  

• Schadenersatz für den Schaden zu verlangen, der durch die unrechtmäßige Verarbeitung Ihrer 

personenbezogenen Daten entstanden ist;  

• dem Auftreten eines Ergebnisses gegen sich selbst zu widersprechen, indem Sie die ausschließ-

lich durch automatisierte Systeme verarbeiteten Daten analysieren,  

• eine Beschwerde bei der türkischen Datenschutzbehörde (Kişisel Verileri Koruma Kurumu) 

Nasuh Akar Mahallesi 1407 einzureichen. Sok. Nr.: 4, 06520 Çankaya/Ankara/Türkei.  

Der Widerspruch kann in den in Artikel 5/1 des Comminuque über die Grundsätze und Verfahren für die 

Anfrage an den für die Verarbeitung Verantwortlichen genannten Formen ausgeübt werden.  

Sie haben das Recht, sich auch an den Vertreter des für die Verarbeitung Verantwortlichen zu wenden, 

wenn Sie Fragen zur Verarbeitung Ihrer Daten und zu Ihren Rechten als betroffene Person haben:  

 

Hergüner Bilgen Üçer Rechtsanwaltspartnerschaft  

Büyükdere Caddesi 199  

Levent 34394  

Istanbul -  TÜRKEI  

 

(+90) 212 310 18 00  

info@herguner.av.tr  

 

 

 


